steven  Carter

St. Louis, MO 63303

Carter7Steven@outlook.com/ Carter7.Steven@gmail.com

CAREER PROFILE

Dedicated professional with six years of outstanding performance in the U.S. Military: earned promotable status and excelled as a leader.  Accountable and ambitious, able to remain focused and productive in challenging situations.  Excel at providing effective leadership and motivating troops to improve efficiency.   Ability to implement effective processes, quickly achieve organizational integration, and leverage operations as well as technology to meet and exceed established objectives, has led to career growth and progression.  Excel at managing projects, collaborating with project teams, interfacing with clients, and deploying technology to build successful solutions.  

AREAS OF STRENGTH AND EXPERTISE

	· Systems Administration
	· Project Management
	· Training

	· Infrastructure Support
	· Risk Management
	· Software Support

	· Process Implementation
	· Programming
	· Mentoring

	· Strategic Planning
	· Development & Execution
	· Critical Thinking


military EXPERIENCE

US Army –Washington DC,





          04/2008 – 06/2012

Team Leader

· Expertly conducted training exercises to ensure that all staff assigned to unit were both trained and ready.

· Set up and conducted non-combat related training to ensure that the primary mission at Arlington Cemetery was at all times, above the company and organizational standards.

· Instructed and taught staff and contractors various tasks, including basic operations, ceremonial procedures, and how to utilize computer networks during communication training to better prepare them for drills.

Key Accomplishments:

· Earned the opportunity to be involved with the Presidential Inauguration in Washington DC.
· Managed and trained staff to go above and beyond the standards, to always exceed the expectations during ceremonial and combat operations, both training and live.
US Army – 82nd Airborne - Long Range Surveillance Division, North Carolina


          09/2006 – 04/2008

Scoutobserver 
· Analyzed and tested the team on detachment’s computer systems that were used for training, while implementing those same techniques on equipment that was used for deployment, such as laptops, touch books, VIA stat network cards, and devices, and sat antennas..

· Trained and conducted multiple security tests on detachment computer systems to ensure the security was to the expected standard, as per company/detachment’s regulations.

Key Accomplishments:

· Trained staff on proper techniques for conducting perimeter security, foot patrol, aerial reconnaissance, and intelligence gathering for team missions.
· Participated in close quarters combat, profiling of High Valued Targets (H.V.T.), and hand-to-hand expertise.
· Gained leadership and force management skills training.
· Installed radio communication, set up and maintained communications with higher chain of command at all times, as well as advanced computer technology graining with Microsoft Windows Operating systems, local Microsoft Server (Data management purposes) and remote communications with VPN, as well as other closed communication methods.
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professional EXPERIENCE

Start Up and Go Technology Incubator, , MO 





          02/2014 – 09/2014

System Administrator / Technology Specialist – IT Contractor

· Set up and maintained information network infrastructure.

· Ensured both technically related securities were above the expected standard, while also ensuring physical security was, at all times, performing at 99.9%; this included cameras, work station monitoring, network access control, biometric scanner for staff and guests were performing at their best.

Key Accomplishments:

· Set up Windows server 2008 for the workstation technology lab.
· Installed and maintained biometric ID card system, as well as having implemented other protocols, such as door, window, and server room security sensors.
· Set up network and computer security procedures to ensure privacy and safety to each workstation, as well as each device that was allowed onto the network infrastructure.
· Learned, taught, and located new technologies to utilize with the organizations mission to strive for more efficient technology and performance.
Thorn Hill PWS ISL, MO 





                                                                 09/2012 – 11/2013

Technology Engineer / IT Admin – Contractor/Temp

· Managed and maintained both the organization’s computer network and infrastructure, including maintaining all workstations, computer labs, network servers, tablets, smart phone apps, remote desktop support, and to ensure that all updates and patches were applied.

· Instructed executives and staff on technology usage, demonstrating newer protocols and ensuring that the entire network infrastructure was secure and accessible to non-technical staff members.

· Performed intrusion detection and system vulnerability assessments, while engineering the network to maintain a 97.9% up time.

Key Accomplishments:

· Increased organizations overall network connectivity for both staff and residents, by upgrading and implementing newer, stronger technologies.
· Taught staff members how to utilize remote technology to become more efficient when working at home and/or at times of need.
· Created a new S.O.P. (Standard Operational Procedures) to enhance both network and computer security both hard wired and wirelessly.
Education, Certifications, & Training
· New Horizons, CompTIA Security + (02/12/2015)

· University of California - Berkley, CA – Cyber-Physical Systems (Course through MIT)

· St. Charles College, St. Charles, MO – Computer & Network Security (31 Credits)

· St. Louis Community College, St. Louis, MO – General Studies (12 Credits)

· Microsoft Virtual Academy: Active Directory; Sys-Internals for IT professionals; Hyper V

· National Computer S Academy: Hardware Technician

· US Army ATTARS Education: Electronic Technician; IT Hardware install/removal; CAT III/CAT V (Cable wiring); Local Area Network (WAN); Wireless LAN Technologies

· US Army Detachment Training: Security Threat Procedure Planning

· UA Army Training: Security Preparing, Planning, and Executing; Combat Life Saving/ Medical
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Technology Experience

· Operating Systems:

· Microsoft Windows OS: 98/XP/Vista/7/8.; MS Server 2003; 2008; 2012 (Active Directory, Domain Controller, File Server, RDP) Linux: Ubuntu, Backtrack, Kali-Linux, and Android.
· System Applications:

· N-map; Remedy; Angry IP Scan; Back Track; SAINT; Windows terminal; Microsoft Office (03 – 2013, and Office 365); Dell Server Management; Zone Alarm; ESET; NOD32; Putty; AVG; Windows Deployment Toolkit; Biometrics; MS Web Expressions; Google Docs; Sky drive; Ghost; System mechanic; Windows ISO Imager; Trinity Rescue; Cisco; Net meeting; Windows Power Shell; Win Recovery; Vipre; Microsoft Azure; RFID reader; Remote monitor support (Log Me In, Team Viewer, MS RDP)
· Networks & Protocols:
· LAN/WAN; TCP/IP4-IP6; TFP; SSL; SSH; DNS; SMTP; POP3; UDP; DHCP; Ethernet; TELNET; Putty; Domain Controller MS Servers, VIA STAT; HTTP; HTTPS; Wingate/Proxy Server; (Sock4, Sok5); VPN; Electronic Technology; Virtualization Technology; Cisco Network Management; Voice & Data Integration.

organizations & affiliations

· I.S.S.A. (Information Systems Security Association)
· M.V.A. (Microsoft Virtual Academy)
· TechNet Microsoft TechNet

· Iolo System Mechanic Beta tester

· V.F.W. (Veterans of Foreign War)
· W.W.P. (Wounded Warriors Project Alumni)
· Cyber Ace: SANS cyber ace

